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under Freedom of Information Act, 182–83

SGSA. See Supply of Goods and Services Act
SLA. See service level agreement
small and medium-sized enterprises (SMEs),

cloud service providers for, 6–7
smart contracts, 248
SMEs. See small and medium-sized enterprises
Snowden, Edward, 72
Software as a Service (SaaS), 22–23, 48, 178, 193
sovereignty. See also data sovereignty
jurisdiction and, 64–65

SOWs. See statements of work
standard contract terms
in cloud computing contracts

unilateral amendment of, 217–20
variation of, 217–20

for cloud service providers, 6–7
for government cloud computing, with out-
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Treaty on the Functioning of the European
Union, 33

UK. See United Kingdom
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Federal Trade Commission, 150–52
Foreign Intelligence Surveillance Act, 85–86
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data controller contracts under, 113–14

disclosure requirements under, 198–200
service level agreements under, 182–83
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government cloud computing in, 7–8, 55–57

cloud first strategy, 56–57
contract terms for, negotiation of, 56
data storage systems and, 55
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Health Insurance Portability and Accountability
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Videotape Privacy Protection Act, 149–50
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Videotape Privacy Protection Act (VPPA),
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VPPA. See Videotape Privacy Protection Act
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