In *Blockchain Regulation and Governance in Europe*, Michèle Finck examines the relationship between blockchain technology and EU law and introduces the theme of blockchain governance. The book provides a general introduction to blockchains as both a regulatable and a regulatory technology and outlines the interaction between distributed ledger technology and specific areas of EU law, such as the General Data Protection Regulation. It should be read by anyone interested in EU law, the relationship between law, innovation and technology, and technology governance.

**Michèle Finck** is a Senior Research Fellow at the Max Planck Institute for Innovation and Competition in Munich as well as a lecturer in EU law at Keble College, University of Oxford. She holds law degrees from King's College London, the Sorbonne and the European University Institute as well as a doctorate in law from the University of Oxford. Prior to joining the Max Planck Institute Michèle worked as a fellow at the London School of Economics and Political Science. She is the author of *Subnational Authorities in EU Law* (2017) and an editor of the *Cambridge Handbook on the Law of the Sharing Economy* (2018).
Blockchain Regulation and Governance in Europe

MICHÈLE FINCK
Max Planck Institute for Innovation and Competition (Munich)
## Contents

**Acknowledgements** ix

1 **Blockchain Technology** 1
   I Structure of the Book 4
   II Blockchains and Other Forms of Distributed Ledger Technology 6
      A Definition 6
      B History and Evolution 8
      C Blockchains as an Accounting System 10
      D Blockchains as Application Infrastructure 11
      E Algorithmic Trust 12
      F A Large Variety of Blockchains 14
      G Cryptoassets 16
      H Decentralization and Disintermediation 18
      I Consensus Protocols 19
      J Decentralized Applications and D(A)Os 22
      K Smart Contracts 24
      L Cryptography and Cryptoeconomics 28
      M Blockchains as Tamper-Proof Systems 30
      N Technical Immaturity 31
      O Malleability 33

2 **Blockchains as a Regulatable Technology** 34
   I Blockchains as the New Sealand? 36
   II Regulating Code 39
      A Code as Law 39
      B Law Constraining Code 40
      C Code as Law Avoidance 41
## Contents

D  Code Can Help Law  43
E  Code Needs Law  44

### III The Regulatory Access Points of the Blockchain Space  45
A  Internet Service Providers  47
B  Miners  49
C  Core Software Developers  52
D  End Users  53
E  Old and New Intermediaries  55
F  Governments as Blockchain Participants  57

### IV The Difficulties of Blockchain Regulation  58
A  Blockchains as Transnational Constructs  58
B  Decentralization  60
C  Anonymity  63
D  Increased Adoption  64

### 3 Blockchains as a Regulatory Technology  66

#### I Code as Law  68
A  Code as a Form of Private Ordering  68
B  Code as Public Ordering  70

#### II Blockchain Code as Law  72
A  The Emergence of a New Form of Law  73
  1  Automated Enforcement  75
B  Customized Legal Orders  78

#### III From Legal Code to Technical Code  80

#### IV The Necessary Interoperability of On-Chain and Off-Chain Law  84

### 4 Blockchains and the General Data Protection Regulation  88

#### I Personal Data on Blockchains  90

#### II The European Union’s General Data Protection Regulation  91
A  The GDPR’s Material Scope: Does Data Stored on a Blockchain Qualify as Personal Data?  92
  1  Personal Data Stored on a DLT  93
  2  Public Keys  96

#### III Applying the GDPR to Blockchains  99
A  The Data Controller(s)  99
B  The GDPR’s Territorial Scope  102
C  Enforcing Substantive Data Protection Rights on Blockchains  103
  1  Data Minimization  104
  2  The Right to Amendment  104
  3  The Right to Access  105
Contents

4 The Right to Be Forgotten 106
5 Data Protection by Design and Data Protection by Default 108
IV Blockchains as an Innovation in Data Protection?
   A Reconciling Fundamental Rights Protection and the Promotion of Innovation 110
   B Blockchains as a Mechanism of Data Sovereignty 113
V The GDPR and the Future of Blockchain Technology 115

5 Blockchains and the Idle Data Economy 117
   I Idle Data 119
   II The Legal Treatment of Non-Personal Data under EU Law 121
      A The Database Directive 121
      B The Essential Facilities Doctrine 124
      C Sector-Specific Solutions 125
      D The General Data Protection Regulation as a General Data Law?
         1 Data Portability 127
         2 The GDPR as the European Union’s General Data Law? 129
      E Property Rights in Data 131
   III Access over Ownership 133
   IV Blockchains as a Technical Solution to the Data Access Problem? 134
   V Blockchains as a Tool of Data Governance 138

6 Blockchains, Law and Technological Innovation 142
   I Regulation, Innovation and Technology 145
      A Public Authorities as Participants in the Innovation Process 146
         1 Research Finance and Investments 147
         2 Early Adoption 148
         3 The Provision of Information 149
      B Regulation as a Motor of Innovation 150
         1 Promoting Legal Certainty 150
         2 Creating a Market for a New Technology 151
         3 Ensuring the Interoperability between New Technologies and Existing Law 152
         4 Generating User Trust 152
   II Examples of Blockchain Regulation to Date 153
      A Wait and See 154
      B The Application of Existing Legal Frameworks 155
      C Issuing Guidance 157
      D Regulatory Sandboxes 158
      E Regulatory Cooperation 160
      F New Legislation 161
### Contents

#### III Polycentric Co-Regulation
- A Command-and-Control Legislation 165
- B Self-Regulation 167
- C Polycentric Co-Regulation 171
  - 1 Co-Regulation 172
  - 2 Polycentricity 176
  - 3 Coupling Co-Regulation with Technology 178
  - 4 The 28th Regime 180

#### 7 Blockchain Governance
- I The Principles of Blockchain Governance 183
- II The Necessity of Governance Processes 186
  - A ‘The ‘The DAO’ Hack 187
  - B The Bitcoin Block Size Debate 189
- III The Mechanisms of Blockchain Governance 191
  - A Process versus Design 191
  - B On-Chain versus Off-Chain Governance 192
- IV The Layers of Blockchain Governance 195
  - A The Network Layer 195
    - 1 Permissioned Blockchains 195
    - 2 Unpermissioned Blockchains 197
  - B Governance of the Application Layer 197
  - C Blockchain Intermediaries 198
- V The Governance Processes of Permissionless Blockchains 198
  - A Core Software Developers 199
  - B Miners 201
  - C Coin Holders 203
  - D Other Governance Participants 204
- VI What Decentralization? 205
- VII Law as an Exogenous Factor of Blockchain Governance 206
- VIII The Importance of Governance for Blockchains’ Future 208

#### 8 Conclusion 210

Index 213
Acknowledgements

It is often said that writing a book is a solitary enterprise. This is in many ways true as you need to spend considerable time reading, thinking and writing alone. Yet, in at least as many ways even writing a monograph is a collaborative enterprise where you build on what you have learned from others.

I am grateful to the institutions that have allowed me to discuss some of the ideas in this book with them. These include the Oxford Internet Institute, the London School of Economics, Seoul National University, the European Blockchain Observatory and Forum and the European Commission, the University of Freiburg, the University of Oxford, the University of Ferrara and the European Law Institute, Wharton Business School, Cardozo Law School, the Sorbonne, University College London, various institutions of various EU Member States as well as others. I should also single out a few individuals that have read parts of this book or provided valuable inspiration in conversations: the entire MPI data group, Oliver Beige, Tatiana Cutts, Primavera De Filippi and the COALA crew, Jörn Erbguth, Robert Riemann, Edmund Schuster, Daniel Resas, Christian Sillaber, Kevin Werbach and the entire Reg@Tech Group at Wharton, Aaron Wright, Karen Yeung and Vlad Zamfir. The vibrant Twitterverse also deserves an honorable mention as well as Liz Fisher, Giorgio Monti and Steve Weatherill who taught me about scholarly research in the first place.

I must also thank the Max Planck Institute for Innovation and Competition and in particular Reto Hilty for having provided me with an extraordinary working environment. This book was written between the fall of 2017 and the spring of 2018, something that I could not have done without the outstanding research environment I was able to enjoy. I moreover owe particular thanks to the London School of Economics and my former colleagues at the LSE Law Department. It was my fellowship at the LSE (from 2015-2017) that enabled me to discover new academic terrains, including blockchain. Finally, I would also like to thank Felix Hoerl and Domagoj Pavic for superb research assistance.

Most importantly I owe thanks – for everything – to my family, in particular to my parents Martine and Jean-Claude and my husband Moritz.