Cyberspace is essential for socializing, learning, shopping, and just about everything in modern life. Despite the importance of cyberspace, there is also a dark side where subnational, transnational, and international actors are challenging the ability of sovereign governments to provide a secure environment for their citizens. Criminal groups hold businesses and local governments hostage through ransomware, foreign intelligence services steal intellectual property and conduct influence operations, governments attempt to rewrite Internet Protocols to facilitate censorship, and militaries prepare to use cyberspace operations in wars. Security in the Cyber Age breaks down how cyberspace works, analyzes how state and nonstate actors exploit vulnerabilities in cyberspace, and provides ways to improve cybersecurity. Written by a computer scientist and a national security scholar-practitioner, the book offers technological, policy, and ethical ways to protect cyberspace. Its interdisciplinary approach and engaging style make the book accessible to the lay audience as well as computer science and political science students.
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The triumph of the industrial arts will advance the cause of civilization more rapidly than its warmest advocates could have hoped, and contribute to the permanent prosperity and strength of the country far more than the most splendid victories of successful war.

Charles Babbage, inventor of the programmable computer
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The modern world has become more complex and less predictable over the last century. The world population doubled, radio and television emerged, and the airplane and the programmable electronic computer were invented. The transistor, which is both an amplifier and a switch, and the integrated circuit, which puts billions of transistors on a single chip, were invented, making computers and smartphones affordable and ubiquitous. Fiber-optic cables and communication satellites provided for global communications. Advances in computer science led to new ways to move data that sparked the information revolution, creating cyberspace and transforming how people lead their daily lives, corporations execute operations, and governments deliver services and function.

Cyberspace is essential for socializing, learning, shopping, and just about everything in modern life but also has become a dangerous place. Almost every day there are reports of major cyber incidents. These include businesses and local governments being held hostage through ransomware, foreign intelligence services stealing intellectual property to further national industries, governments attempting to rewrite the foundational protocol of the Internet to facilitate censorship, and militaries preparing to use cyber operations in future wars. One of the more ominous consequences of cyberspace is the possibility of undermining nuclear deterrence or of governments engaging in cyber conflict, where belligerent countries attack power grids, telecommunications networks, and banking systems, bringing conflict to individuals’ devices and doorsteps.

Cyberspace is also a place of rich potential. Global communications are now commonplace, vast quantities of knowledge are at our fingertips, and enormous amounts of computational power are readily available to work on complex problems such as gene sequencing or assessing climate change. Further, artificial intelligence helps make sense of large datasets, creating new opportunities for businesses and new types of work as it displaces existing
work. This is an exciting time but one with many hurdles. The challenge for humanity is to harness cyberspace’s new technologies and limit its misuses so that its full potential can be realized, enabling security for every citizen, community, and country. This book starts to chart an interdisciplinary course to help students conceptualize and understand security in the modern cyber age.

One of the authors of this book is from the national security policy sphere and the other is a computer scientist with experience in the national security sector. We both served on the Rhode Island Cybersecurity Commission. Our goal is to facilitate communication across the divide that normally characterizes the technological and policy communities. Security in the Cyber Age considers the current and future threats in cyberspace, discusses various approaches to advance and defend national interests in cyberspace, and posits a way to improve national security in the cyber age. Fundamentally, the book establishes a coherent framework for understanding how cyberspace has become an important venue for international security by exploring the technological, policy, social, and economic dimensions of cyberspace.

The book provides a comprehensive treatment of security in the modern cyber age. Portions of the book can be used for undergraduate cybersecurity policy courses without prerequisites. To achieve this goal technical subjects are introduced with attention to concepts and terminology. The book also has enough advanced material and references for it to be useful at the advanced undergraduate and early graduate levels. The goal is to teach computer science students to appreciate the national security implications of computer science and political science students to apply national security ideas to cyberspace. The book is also written for the layperson who needs a broad understanding of these issues.
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